**CSE 543 Group Project – Initial Suggested References**

*January 21, 2022)*

**Most of the references can be found from the following sources using subject keywords:**

•     Google Scholar

•     ACM: https://dl.acm.org/institution/60003892

•     IEEE:<https://ieeexplore-ieee-org.ezproxy1.lib.asu.edu/>

# You can quickly expand your search for additional references by including important references in the lists of references of the relevant papers you have already read in the topic area.

**In addition, you should also look for good references in the publications of recent issues of relevant journals and the following lists conference proceedings.**

***Note: The following list of initial references in each topic area contains the following types of references: The first one or two references are survey or tutorial articles to help you to know the recent important research in the topical area. The remaining references are selected more recent articles of important development in the topic area. Your group should first decide which one or two topical area are interesting to your group, and some of your group members have good background for starting the study for your group course project. I will discuss further in the next class on January 24, 2022***

***Improve IAS in IoT***
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***Improve IAS in Smart Cities***

1. J. Noh and H. Kwon, "*A Study on smart city security policy based on blockchain in 5G Age*," Proceedings 2019 International Conference on Platform Technology and Service (PlatCon), Jeju, Korea (South), 2019, pp. 1-4, doi: 10.1109/PlatCon.2019.8669406.
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# *Improve IAS in cloud computing*
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***Improve IAS in edge computing***
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***Improve IAS in Software Development***
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***Improve IAS in Social Networks***
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